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Введение

Мы живем в мире, в котором одним из важнейших ресурсов является информация. В наше время личные данные, сообщения и интеллектуальная собственность охраняются порой лучше, чем материальные богатства. Но каким образом происходит их защита? Этим занимается такая научная область, как стеганография.

Стеганография (от греч. στεγανός — скрытый + γράφω — пишу; буквально «тайнопись») — способ передачи или хранения информации с учётом сохранения в тайне самого факта такой передачи (хранения). Однако, этим дело не ограничивается. С помощью своих методов она решает такие задачи, как: защита авторских прав, встраивание водяных знаков, подтверждение достоверности переданной информации и многое другое.

Таким образом, сейчас, когда наблюдается быстрое развитие науки и технологий, требуется ознакомление с основами современной компьютерной стеганографии целого круга специалистов. К сожалению, имеющиеся публикации, посвященные стеганографии, не в состоянии в полной мере обеспечить указанные потребности. Это и есть актуальность моего реферата.

Итак, проблемой моего реферата является отсутствие большого количества специалистов в области стеганографии, вследствие неполноценных источников.

Цель реферата – изучить методы стеганографии (как до изобретения компьютеров, так и после), её основные принципы и области применения.

Для достижения поставленной цели определены следующие задачи:

1. Изучить информацию по данной теме
2. Систематизировать полученную информацию в соответствии с целью работы
3. Описать методы, принципы и области применения стеганографии
4. Написать единый текст

Глава I.

Основы стеганографии

Стеганография – это искусство и наука о способах передачи (хранения) скрытой информации, при которых скрытый канал организуется на базе и внутри открытого канала с использованием особенностей восприятия информации (Аграновский А.В. Стеганография, цифровые водяные знаки и стеганоанализ. М., 2009. С.26). Для этой цели используются различные приёмы. Это может быть:

* маскировка скрытой информации в протоколе
* полное сокрытие факта существования скрытого канала связи
* создание трудностей для обнаружения, извлечения или модификации передаваемых скрытых сообщений внутри открытых сообщений-контейнеров

В стеганографии можно выделить несколько основных понятий. Это контейнер, сообщение и ключ.

Контейнер – это несекретные данные, уже в которых сокрыта определенная информация (там же, с.27). Имеет место замена этого термина на название “стего”. Контейнер может быть пустым или заполненным. Пустой контейнер – контейнер, в котором пока отсутствует скрытые данные. Заполненным называют контейнер, который содержит скрытые данные. Пространством сокрытия называются участки контейнера, в которых стеганосистема может скрыть информацию. Это могут биты, поля и так далее. Используемое пространство сокрытия представляет собой совокупность областей пространства сокрытия, в которых действительно произошло сокрытие в процессе работы стеганосистемы.

Сообщение – как раз та информацию, которую нам необходимо скрыть (там же). Всевозможные сообщения объединяются в пространство сообщений. Сообщения содержатся в контейнерах. С сообщениями возможны две операции: внедрение и извлечение. Внедрение (сокрытие) – использование прямого преобразования к определенным сообщению, контейнеру и ключу (смотри ниже). Под извлечением понимают действие, обратное тому, что производилось при внедрении.  
 И последнее определение – ключ. Он известен только законному пользователю, и определяет конкретный вид алгоритма сокрытия.![](data:image/jpeg;base64,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)

Стеганографическая система – это совокупность контейнеров, сообщений, ключей и связывающих их преобразований (там же, с.28).

Сторону стеганографии, пытающуюся раскрыть стеганографическую систему называют стеганоаналитиком. Задача стеганоаналитика состоит в раскрытии стеганографической системы и определения самого сообщения. Под раскрытием (взломом принято понимать нахождения её уязвимости, с помощью которой можно определить факт сокрытия информации в контейнере, и возможность доказать это с высокой степенью достоверности.

Процесс стеганоанализа можно разделить на два действия:

1. Определение наличия сообщения в контейнере
2. Извлечение содержания скрытого сообщения

Попытка определить наличие сообщения и его смысла называют атакой на стеганографическую систему. Данные атаки делятся на несколько классов (там же, с.29):

* Атаки со знанием модифицированного контейнера, в данном случае стеганоаналитик обладает только модифицированным контейнером. С его помощью он пытается определить наличие скрытого сообщения. Этот вид атак – базовый из всех, по которым оцениваются стеганосистемы.
* Атаки со знанием немодифицированнного контейнера возможны в случае, когда стеганоаналитик также обладает способностью узнавать, какой именно немодифицированный контейнер был использован для сокрытия сообщения. Данная атака определяет возможность определения факта скрытия сообщения в дальнейшем в зависимости от наличия однажды перехваченного контейнера и раскрытого сообщения.
* Атаки с выбором сообщения, в этом случае стеганоаналитик имеет возможность указывать, какие именно сообщения будут сокрыты, но при этом не имеет возможности указать контейнер, который будет для этого использоваться. Устойчивость к этому классу атак характеризует устойчивость самой системы к перехвату и отслеживанию сообщений, посланных с использованием одного и того же контейнера. Данный вид атак иногда также позволяет определить тип применённой стеганографической системы.
* Атаки с выбором контейнера, так же как и предыдущие позволяют определить стойкость стеганосистемы к раскрытию в случае повторного использования одного и того же сообщения с различными контейнерами.
* Атаки по подмене и имитации не призваны определить факт наличия сообщения или извлечь его. Их используют для модификации скрытой информации, либо имитации такой передачи.
* Атаки по противодействию передаче информации используют для уничтожения скрытой информации и снижения пропускной способности каналов скрытой передачи данных.

Стеганоаналитик, не модифицирующий доступные ему для анализа данные, носит название пассивного нарушителя(там же, с.30). Стеганоаналитик, который может вносить изменения в передаваемые по каналу данные, называется активный нарушитель(там же). Атаки по подмене, имитации и противодействию характерны только для активного нарушителя. Остальные виды атак присущи только пассивным нарушителям.

Человечеству были известны способы скрывать информацию, и до изобретения компьютеров.

Уже в V веке до н.э. люди умели оправлять скрытые сообщения. Так как в то время было распространено рабовладение, то для пересылки использовались рабы. Им брили голову, писали на ней послание, ждали когда волосы отрастут обратно, а затем отправляли его к адресату.

В Китае военные сообщения писались на кусках тончайшего шелка и закатывались в маленький шар, который глотал посыльный. В Риме и Греции сообщения вырезались на кусочках древесины, которые потом опускались в воск, чтобы закрыть запись.

За свою историю человечество изобрело множество различных способов скрывать сообщения. Наиболее известный и давно использующийся – симпатические чернила. Их особенность в том, что после написания они исчезают. Сделать их обратно видимыми можно только путем специальной обработки. Данный метод применялся в Древнем Риме, на Древнем Востоке, России и так далее.

Широкое распространение и применение в стеганографии получил метод микроточки. Под микроточкой понимают уменьшенное более чем в сто раз фотоизображение обычного документа. Существует две разновидности микроточки: обычная (0,8 мм в диаметре) и ультра-микроточка (менее 0,2 мм в диаметре).

Но не будем путать стеганографию и криптографию. Хоть между ними существует только одно отличие, но оно весьма важное.

Перед тем, как обозначать его, разберемся, что такое криптография. Это наука о математических методах обеспечения конфиденциальности и аутентичности информации[[1]](#footnote-1). Чаще всего результатом данных методов является зашифрованное послание.

В это и состоит отличие криптографии от стеганографии. Информацию, которую скрывают первой наукой, может увидеть любой человек в виде шифра, однако лишь тот, кто знает ключ, сможет извлечь её. Стеганография, в отличие от криптографии, скрывает сам факт передачи данных как таковой. Ведь чаще всего их переносчиками являются самые обыкновенные и ничем не примечательные изображения, документы и так далее.

Глава II.

Компьютерная стеганография

В предыдущей главе мы дали определения всем основным понятиям в стеганографии, рассмотрели её методы до изобретения компьютеров и выявили её отличия от криптографии. Но каковы принципы нынешней, компьютерной, стеганографии?

В современной компьютерной стеганографии можно выделить четыре основных положения:

* Методы скрытия должны обеспечивать аутентичность и целостность файла.
* Предполагается, что противнику полностью известны возможные стеганографические методы.
* Безопасность методов основывается на сохранении стеганографическим преобразованием основных свойств открыто передаваемого файла при внесении в него секретного сообщения и некоторой неизвестной противнику информации - ключа.
* Даже если факт скрытия сообщения стал известен противнику, извлечение самого секретного сообщения должно представлять сложную вычислительную задачу.

В настоящее время стеганографические системы активно применяются для решения различных задач. Давайте рассмотрим их более подробно.

Во-первых, данные системы используются для незаметной передачи информации. Это классическая задача стеганографии. Она не требует пояснений.

Во-вторых, с помощью стеганографических систем можно не только скрытно передавать информацию, но и хранить её. Данная задача реализуется на носителях информации, а не в каналах связи. Причем многие носители обладают большой избыточностью, которую можно использовать. Похожей задачей является недекларированное хранение информации.

Многие информационные ресурсы позволяют хранить данные только определенного вида. Однако можно использовать стеганографию для хранения данных в других форматах.

Ещё стеганографические системы можно использовать для защиты исключительного и авторского прав. Благодаря данным системам существует возможность определить уникальный идентификатор покупки, дату/время покупки и другую информацию. С их помощью можно защитить каждую копию контента от несанкционированной публикации, продажи или использования.

Технология защиты подлинности документов может быть такая же, как и для защиты авторского права. Только в данном случае стеганография используется не для подтверждения авторства, а для подтверждения подлинности документа. Документ, не содержащий стеганографические водяные знаки считается «ненастоящим», поддельным. Подробнее о водяных знаках написано в третьей главе.  
 В системе электронного документооборота можно использовать индивидуальный отпечаток внутри \*.odt, \*.docx и иных документах при работе с ними пользователем. Для этого должны быть написаны специальные приложения и/или драйверы, которые установлены и работают в системе. Если данная задача выполнена, то с помощью индивидуального отпечатка можно будет опознать, кто работал с документом, а кто нет. В данном случае стеганографию нельзя делать единственным критерием, но как дополнительный фактор идентификации участников работы с документом она может быть полезна.  
 Стеганография может быть применима для предотвращения утечек информации. В отличие от индивидуального отпечатка, в данном применении стеганографии при создании документа, содержащий конфиденциальный характер, вкрапляется определенная метка. При этом метка не изменяется, вне зависимости от количества копий и/или ревизий документа. Для того, чтобы извлечь метку необходим стегоключ. Стегоключ, разумеется, держится в тайне. DLP-система, перед одобрением или отказом выдать документ вовне, проверяет наличие или отсутствие водяного знака. Если знак присутствует, то система не разрешает отправлять документ вовне системы.

Стеганография может быть применима для доставки какого-либо управляющего сигнала системе. Если система может находится в различных состояниях и мы желаем, чтобы противник даже не догадался о том, что система перешла в другое состояние, мы можем воспользоваться стеганографией. Использование только криптографии, без стеганографии, может дать противнику информацию о том, что что-то изменилось и спровоцировать его на нежелательные действия. Данная задача невероятно актуальна в военной сфере. Данная задача может быть актуальной и для преступных организаций. Соответственно, правоохранительные органы должны быть вооружены определенной теорией по данному вопросу и способствовать развитию программ, алгоритмов и систем по противодействию данного применения стеганографии.  
 Стегосообщение может содержать данные, подтверждающие корректность передаваемых данных контейнера. Задача подтверждения достоверности является актуальной, если противник имеет необходимость подделать данные контейнера; по этой причине данное применение не нужно путать с защитой подлинности документов. Данная проблема имеет множество классических решений, в том числе криптографических. Использование стеганографии является ещё одним способом решить данную проблему.  
 Существует ряд документов, для которых важна целостность. Ее можно осуществить резервированием данных. Порой существует необходимость иметь документы в таком виде, чтобы невозможно было одну информацию отделить от другой информации. Это могут быть медицинские снимки, содержащие информацию об имени, фамилии и иных данных пациента, или скриншот игры WoW, в который внедряется имя пользователя, время снятия и адрес сервера. Стеганография также в состоянии справиться с данной задачей.

Стеганографическое отслеживание в некоторой степени похоже на индивидуальный отпечаток, только цель стоит иная — поймать злоумышленника, который «сливает» информацию. В реальном мире можно привести примером «меченые деньги». Они используются правоохранительными органами, для того чтобы преступник, получивший деньги за какую-либо незаконную деятельность, не мог бы потом заявить, что эти деньги были у него до сделки.

Методы стеганографии для каждого типа информации свои. Наиболее популярный тип, используемый стеганографией – изображение.

Стеганографические методы, используемые при работе с изображениями, делятся на две группы.

Методы первой группы предполагают небольшую модификацию изображений. Данные методы обычно используют побитную модификацию, например, изменение наименьшего по значению бита. Эти методы относят к числу простых, они легче поддаются декодированию и допускают потерю информации при тех или иных преобразованиях файла-носителя, скажем, при сжатии. Из трех наиболее популярных алгоритмов сжатия изображений: BMP, GIF и JPEG — чаще используют первые два. Они отличаются меньшими потерями.

Методы второй группы используют трансформацию изображений. В методах этой группы используют тригонометрические преобразования или наложения, незаметные для глаз. Эти методы более устойчивы, вложенная информация не теряется при преобразованиях, поэтому их чаще всего применяют при создании цифровых водяных знаков. Обычно при этом используются файлы формата JPEG.

Метод скрытых гарнитур шрифтов в некоторой степени похож на побитную модификацию изображений. Делаются малозаметные искажения в очертаниях букв, которые будут нести смысловую нагрузку. Так, в документ Microsoft Word можно вставить похожие символы, содержащие скрытое послание.

Сообщения можно передавать и в звуковом формате. Их можно послать, используя шумовое кодирование. Оно будет трудно определимо на фоне аппаратных шумов в телефонной линии или сетевых кабелях.

В этой главе я упомянул водяные знаки. Это один из наиболее распространенных примеров стеганографии. Рассмотрим их подробнее в 3 главе.

Глава III.

Водяные знаки. Что это такое и зачем они[[2]](#footnote-2)

Каждодневно человек на протяжении всей своей жизни сталкивается с водяными знаками. Наиболее распространенный вариант – те, что наносят на бумагу при производстве денег, во избежание подделок. Водяной знак – невидимое изображение, нанесенное специальной технологией на бумагу, из которой планируется печать денег, марок или прочей продукции. Данное изображение становиться хорошо заметным только при просмотре на просвет или же через ультрафиолет.

Авторство водяных знаков приписывают итальянцам, Поскольку именно они были первыми масштабными производителями бумаги были итальянцы, которой снабжали своей продукцией весь континент.

Бумага в XIII столетии производилась из тряпок, которые обрабатывали предварительно известью с целью выведения грязи или жира. Их тщательно вымачивали, в результате чего образовывалась густая масса похожая на кисель. Следующим этапом производства бумаги заключался в том, что опытные профессионалы данную массу разливали в специально подготовленные формы. Эти лотки мастерили из медной проволоки. Чем больше заливали жидкой консистенции, тем толще получалась бумага в результате. Лишняя вода стекала, а заготовку просушивали и обрабатывали клеем для придания бумаге прочности. Со временем мастера начали подставлять на дно формы проволочные фигурки. Таким образом, бумага в месте, где находилась фигурка, была немного тоньше, чем в иных местах, а после просушки рисунок отменно просвечивался на просвет. Так был изобретен водяной знак. Данный способ получил название ”филигрань”, в переводе с итальянского языка - тонкая работа, украшенная канителью. Вскоре вся бумага, производимая в Италии, помечалась водяными знаками.

Со временем, когда металлические деньги стали отходить на второй план, данный способ оказался полезен для производства бумажных купюр. Даже до сегодняшнего дня водяные знаки становятся большим камнем преткновения для фальшивомонетчиков. Согласно статистике только до 15% фальшивых купюр, что выявляются, имеют водяные знаки с различной степенью достоверности.

В России бумага с водяным знаком появилась намного позже – только в конце XVII века, а к середине XVIII данную технологию начинают применять в качестве главной защиты напечатанной бумаги от подделки. Ведь воспроизвести с точностью водяной знак на то время практически было невозможно. Как правило, для таких целей применялся знак с изображением герба, поэтому бумага и получила название гербовая. Впервые русская филигрань – двуглавый орел, как герб Российской Империи появилась на Дудергофской фабрике, что находилась неподалеку Петербурга в 1720 году.

С середины XIX века все ценные бумаги, документы, деньги, облигации и акции предприятий печатаются только на бумаге с определенными водяными знаками.

Водяные знаки, которые получают непосредственно при процессе производства бумаги принято называть натуральными или истинными. Существует четыре классических способа:

* ручной метод, в основу лег принцип описанный чуть выше. Водяной знак получается благодаря форме, дно которой устилали сеткой с узором знака;
* машинный способ – используются черпально-листовые машины, которые формируют лист аналогично к ручному черпанию.
* Водяные знаки, производимые с помощью круглосеточных бумагоделательных машин. Сетка цилиндра такого агрегата имеет нанесенной штамповкой или зафиксированный филигранный узор, который и отвечает за нанесения водяного знака. При этом знак производиться одновременно с формированием бумажного листа.
* Водяные знаки, производимые с помощью столовых бумагоделательных машин. При данном способе производства водяной знак предается на еще сырую бумажную прослойку посредством сеточного валика, который носит название дендироль. На его поверхность наносят узор способом штамповки сетки либо с помощью элементов филиграни.

Все прочие методы получения различных видов водяных знаков лишь их имитируют, поэтому их выделяют отдельно от истинных водяных знаков. Формирование таких водяных знаков происходит за счет различных действий, в результате которых изменяется оптическая плотность уже готовой бумаги. Количество визуально наблюдаемых градаций (оттенков и плотностей), которые выделяются от основного фона как раз легли в основу классификации водяных знаков:

* Однотонные водяные знаки – это видимые на просвет либо темные, либо светлые изображения по сравнению с фоном бумаги;
* Двутоновые водяные знаки содержат в себе как темные, так и светлые части изображения по отношению к основному фону бумаги;
* Многотоновые водяные знаки – это изображения с постепенным переходом от темного оттенка к более светлому (иногда встречается их второе название – полутоновыми);
* Комбинированные водяные знаки – сочетают в себе элементы из предыдущих видов.

Помимо описанной классификации водяные знаки различают также по размещению:

* водяные знаки на поле; их рисунок либо узор повторяется по фиксированному полю;
* локальные водяные знаки, находятся в определенном месте на купюре банкноты или страницы документа. В большинстве случаев они относятся к многотоновым изображениям и содержат постепенные изменения плотности. Чаще всего их называют полутоновыми, либо портретными, ведь их используют для отображения портретов персоналий, то есть лиц, изображенных на банкнотах;
* разновидностью локальных водяных знаков считают повторяющийся или полосовой знак. Это повторяющееся по вертикали или горизонтали одинаковое изображение. Также встречается чаще всего в виде портретов на банкнотах. Наглядным примером может послужить кроны Швеции или Норвегии.

Несмотря на давнюю историю своего существования, водяной знак до сих пор является достаточно актуальным. Хотя банкноты имеют несколько уровней защиты, водяной знак играет решающую роль от подделок банкнот в разных стран мира. Бумагу с водяными знаками также широко применяют при печати дипломов, ценных бумаг, документов и даже железнодорожных билетов. Все, что сегодня необходимо защитить от подделки, производят с использованием водяных знаков.

Но нельзя и не сказать о последнем слове науки – цифровые водяные знаки. Их предназначение – защитить кино и фото-продукцию от незаконного распространения. Правда, название ”водяной знак” такой код получил только традиционно, поскольку он не имеют наималейшего отношения к воде.

Цифровой водяной знак (далее ЦВЗ) – это совокупность невидимых меток, которые носят уникальный цифровой код. В нем и зашифрованы различные данные: авторские права, идентификационный номер, управляющую информацию. Наиболее удобными для защиты с его помощью являются неподвижные изображения, аудио и видео файлы.

Основные требования, предъявляемые к цифровым водяным знакам: надёжность и устойчивость к искажениям, незаметности, робастности к обработке сигналов (робастность — способность системы к восстановлению после воздействия на нее внешних/внутренних искажений, в том числе умышленных). Они имеют небольшой объём, но для выполнения указанных выше требований, при их встраивании используются более сложные методы, чем для встраивания обычных заголовков или сообщений. Такие задачи выполняют специальные стегосистемы.

Перед помещением данного знака в контейнер, водяной знак нужно преобразовать к подходящему виду. Первичную обработку часто производят с использованием ключа — для повышения секретности. Потом водяной знак «укладывается» в контейнер (например, путем изменения младших значащих бит). Здесь используются особенности восприятия изображений человеком, ведь известно, что изображения имеют огромную психовизуальную избыточность. Глаза человека подобны низкочастотному фильтру, который пропускает мелкие элементы изображения. Наименее заметны искажения в высокочастотной области изображений. Внедрение цифрового водяного знака также должно учитывать свойства восприятия человека.

Во многих стегосистемах для записи и считывания ЦВЗ используется ключ. Он может предназначаться для ограниченного круга пользователей или же быть секретным. Не существует таких стегосистем, в которых бы при считывании водяного знака требовалась другая информация, нежели при его записи. В стегодетекторе происходит обнаружение ЦВЗ в защищённом им файле, который, возможно, мог быть изменён. Эти изменения могут быть связаны с воздействиями ошибок в канале связи, либо преднамеренными помехами. При этом задача обнаружения и считывания стегосообщения уже не представляет сложности, но не учитывает двух факторов: неслучайности сигнала контейнера и запросов по сохранению его качества. Учет этих параметров позволит строить более качественные стегосистемы. Для обнаружения факта существования водяного знака и его считывания используются специальные устройства — стегодетекторы. Для вынесения решения о наличии или отсутствии водяного знака используют, к примеру, расстояние по Хэммингу, взаимокорреляцию между полученным сигналом и его оригиналом. В случае отсутствия исходного сигнала в дело вступают более изощренные статистические методы, которые основаны на построении моделей исследуемого класса сигналов.

Заключение

В наши дни, информация – весьма ценный ресурс. Как любая стоящая вещь, она требует защиты от злоумышленников. Это задачу выполняет стеганография.

Стеганография  — способ передачи или хранения информации с учётом сохранения в тайне самого факта такой передачи (хранения). Она обеспечивает сохранность информации, защиту авторского права и так далее.

Наиболее популярной задачей стеганографии является водяной знак.

Основными понятиями в стеганографии являются ключ, контейнер и сообщение. Их совокупность образует стеганографическую систему. Существуют различные виды атак на нее: от атак со знанием модифицированного контейнера до атак по имитации и подмене.

Методы стеганографии различаются в зависимости от задачи и формата исходного файла.

Итак, я считаю, что все поставленные мною задачи были выполнены. А раз так, значит цель реферата достигнута.
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